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Abstract— Data are characterized by its continuous 

generation, large amount, and unstructured format. Existing 

relational database technologies are inadequate to handle such 

data due to the limited processing speed and the significant 

storage-expansion cost. The continuous information growth in 

current organizations has created a need for adaptation and 

innovation in the field of data storage Current benchmarks 

evaluate database performance by executing specific queries over 

mostly synthetic data. Firstly, we devise a data repository schema 

that can effectively integrate and store the heterogeneous data 

sources such as RFID, sensor, and GPS, by extending the event 

data types in Electronic Product Code Information Services 

(EPCIS) standard, a de facto standard for the information 

exchange services for RFID-based traceability. Secondly, we 

propose an effective shard key to maximize query speed and 

uniform data distribution over data servers. So we introduced 

ACID (Atomicity, Consistency, Isolation, Durability)  is a set of 

properties that guarantee that database transactions are 

processed reliably. It’s avoid issues in transaction process and 

given more effective and efficient for the RFID/sensor big data. 

Keywords— Big Data, EPCIS, MongoDB, RFID, Sensor, 

Supply Chain 

I.INTRODUCTION 

In the last couple of decades, radio-frequency 
identification (RFID) technology has been widely used in 
logistics,manufacturing, defense, environment, health care, 
agriculture, retail, aviation, and information technology. 
Moreover, the use Internet enabling technologies, including 
RFID, sensors, global positioning systems (GPSs), and 
automated actuators has lately been expanded to production 
management, factory management, quality management, 
logistic management, utility management, and inventory 
management in various industries[5][8]. In the manufacturing 
industry, for example, once an RFID tag is attached to 
individual parts or products, their location information can be 
collected in real time, thereby enabling flexible production 
planning and shipment order placement. Furthermore, if 

quality issues arise, their causes can be analyzed using 
corresponding sensor data collected from the relevant 
manufacturing facility to pinpoint the source of the quality 
problems. In the food industry, safety management of 
perishable food has been extended from production to 
disposal. Data such as RFID and sensor data, is not only 
constantly generated in real time as the supply chain and the 
manufacturing processes continue, but also provided in a 
variety of data formats. However, we have many limitations 
on processing large amounts of unstructured data, such as big 
data, using existing relational database (RDB) technologies 
[7][9]. 

NoSQL technologies can store unstructured data because 
of their easy data schema modification capability, and require 
lower server expansion cost than relational databases because 
of their “scale-out” scheme compared to the “scale-up” 
scheme of RDB’s. Besides, NoSQL database systems can 
process massive input and output data efficiently by virtue of 
the distributed storage and processing approach over the 
multiple data nodes. In this study, we propose a sensor-
integrated RFID data repository-implementation model that 
can integrate and store a large amount of RFID/sensor data 
collected from supply chain processes, and can quickly 
process and query them. 

 To achieve this goal, firstly we design a MongoDB-based 
RFID/sensor data repository that can integrate and store RFID 
and sensor data by referencing event types of Electronic 
Product Code Information Services (EPCIS)  in the EPC 
global network, which is a de-facto standard for RFID 
information exchange. Secondly, we suggest an effective 
shard key. A shard is a horizontal partition of data in a 
database, or the database server in which the partition is 
located. A shard key is a set of fields to which the partitioning 
is carried out with respect. 
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II.BACKGROUND 

NoSQL 

 

The term ‘NoSQL’ collectively refers to the database 

technologies which do not abide by the strict data model of 

relational databases. By sacrificing some of the properties 

(such as ACID transactional properties) of relational database 

model,NoSQL databases can achieve higher availability and 

scalability, which are essential requirements for big data 

processing. Unlike relational databases NoSQL databases do 

not need to have a fixed schema with pre-defined data 

structures and constraints to be finalized in an early stage of 

database design.classified NoSQL databases into three types – 

key-value stores, document databases, and column oriented 

databases depending on their data models. In a key value 

store, all the data instances are stored in the form of key value 

pair. Document databases are based on the same key -value 

structure as key-value stores, but the values are in the form of 

a more complex data structures called “documents” such as 

XML documents. 

 

 
 

Unlike the key-value stores, document databases generally 

support secondary indexes and multiple-type/nested 

documents in a database. Column oriented databases store data 

tables as sections of columns of data, rather than as rows of 

data. This type of database is efficient when the majority of 

the database operations are of OLAP, which requires intensive 

column-oriented calculations like aggregation. Unlike row-

oriented databases, column oriented databases can easily add 

and delete columns. 

 
MongoDB 
 
MongoDB, developed by 10gen, is a document-oriented 

NoSQL database that offers high performance and scalability. 
Unlike other NoSQL databases, its data structure is designed 
independently as a document unit so that a schema definition 
is not needed. Moreover, MongoDB uses a scale-out 
scheme,which is flexible against hardware expansion, and 
supports auto-sharding. Thus, the automatic distribution of 
data over a number of servers can be conveniently carried out. 
Fig. 1 shows the configuration of horizontal data partitioning, 
called sharding, and replica sets to ensure high availability, 
safety, and data consistency. They also enable distributed 
expansion for data processing involving large amounts of data. 
 

 

Fig. 1. MongoDB Process Architecture 
 

 

 

 

EPC Information Services (EPCIS) 

 

EPCIS is an RFID event repository, which is one of the core 

components of the EPC global Architecture Framework. It 

helps store RFID event information and share the information 

among supply chain partners. Electronic Product Code (EPC) 

refers to a coding scheme for unambiguous code for the 

designation of physical goods [1]. It can assign codes, 

according to an appropriate coding scheme such as Serialized 

Global Trade Item Number (SGTIN), a Shipment Container 

Code (SSCC), and a Global Returnable Asset Identifier 

(GRAI), to objects depending on the purposes. The EPCIS 

solutions should provide predefined vendor-independent 

capture/query interfaces to receive/supply RFID event data, 

although the vendors can freely implement the services by 

their own ways. 
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III. ACID 

ACID properties of transactions In the context of 

transaction processing, the acronym ACID refers to the four 

key properties of a transaction: atomicity, consistency, 

isolation, and durability. Atomicity All changes to data are 

performed as if they are a single operation. That is, all the 

changes are performed, or none of them are. For example, in 

an application that transfers funds from one account to 

another, the atomicity property ensures that, if a debit is made 

successfully from one account, the corresponding credit is 

made to the other account. Consistency Data is in a consistent 

state when a transaction starts and when it ends. For example, 

in an application that transfers funds from one account to 

another, the consistency property ensures that the total value 

of funds in both the accounts is the same at the start and end of 

each transaction. Isolation The intermediate state of a 

transaction is invisible to other transactions.  

As a result, transactions that run concurrently appear 

to be serialized. For example, in an application that transfers 

funds from one account to another, the isolation property 

ensures that another transaction sees the transferred funds in 

one account or the other, but not in both, nor in neither. 

Durability After a transaction successfully completes, changes 

to data persist and are not undone, even in the event of a 

system failure. For example, in an application that transfers 

funds from one account to another, the durability property 

ensures that the changes made to each account will not be 

reversed. 

 

IV. MONGODB-BASED RFID/SENSOR DATA 

REPOSITORY  

 

In this section, we describe the design of our RFID/sensor data 

repository in consideration of the MongoDB design pattern 

as well as the process for selecting an optimal shard key. With 

reference to the database schema of a well-known open-source 

EPCIS, we propose a MongoDB schema, which combines 

RFID and sensor data. Furthermore, we select an optimal 

compound shard key according to the theoretical guidelines 

suggested in previous literature. 

 

Relational Database Schema for EPCIS Event Types 

which is an open-source RFID software platform project, 

provides an EPCIS implementation based on 

MySQL, which is one of the popular relational database 

systems. Fig. 3 shows the ObjectEvent schema of the 

Fosstrak EPCIS. Since EPCIS event fields may have multiple 

values, such as epcList, childEPCs,bizTransactionList, and 

extensions, a field table with multiple values and event tables 

are normalized with oneto-many or many-to-many 

relationships to overcome addition/deletion/update anomalies. 

The AggregationEvent, TransactionEvent, and QuantityEvent 

are also designed in the same manner. According to the EPCIS 

standard, every event has an extension point, to which 

additional data members can be attached. Therefore, we can 

easily store additional information from the various data 

sources, such as sensors, GPS’s, and other intelligent devices. 
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Selection of Shard Key 

 

A shard key should be determined to divide input 

data into chunks effectively, and to distribute data through the 

shard evenly. An ideal shard key is a compound key of two 

fields, in which the first should have a moderately coarse-

grained cardinality and the other should be a more fine-

grained field with higher cardinality [2], [3]. Once selected as 

a shard key, the field is to be indexed too. Thus, the choice of 

a field as a shard key should also involve considering whether 

it is frequently used in queries as criteria. 

 

 
 

Two fields - eventType and readPoint - are the only 

ones with finite cardinality among MongoDB-based 

RFID/sensor event member fields. The readPoint field is 

appropriate as the first part of the compound shard key, in the 

sense that each readPoint, which represents a point where 

an object is recognized, is identified by a unique ID. Once a 

logistic process in business is defined, all the objects will pass 

through almost the same (finite) set of readPoints. Note that 

readPoint is optional in the EPCIS event schema. In order to 

use readPoint as a shard key, implementers should define 

readPoint as a Non-Null field having a finite set of values 

in developing RFID/sensor systems. 

 

Experimental Evaluation 
 

In order to validate our proposed design, we carried out a 

series of experiments using sample data set, which was 

generated based on a realistic supply chain. The first 

experiment compares data distribution levels and query 

performance of different shard key choices in order to validate 

our choice of shard key using with ACID. The second 

experiment compares query performance of MongoDB-based 

repository with MySQL-based repository on a single machine 

in order to check if our choice of database (i.e., NoSQL) 

outperforms a representative relational database (like 

MySQL).The last experiment checks whether an increase in 

the number of MongoDB shards improves query performance. 

 

V. CONCLUSION 

 

RFID and sensor technologies are undoubtedly the core 
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technologies. Many researchers [5-7] have 

studied various research issues on integrating RFID and sensor 

technologies. At present, efforts are being made to integrate 

these two technologies on the same platform in different 

fields. Unlike conventional studies that provide platforms 

at the architecture level only, this study proposed an 

implementation model of an RFID/sensor data repository on 

the basis of MongoDB. Furthermore, based on logistic process 

simulation of automotive parts, the proposed RFID/sensor data 

repository was empirically validated in terms of even 

distribution of data and query speed. And could be used ACID 

for enhanced transaction performance model in Bigdata 

process. It also given good output for who could used these 

structure in their industries. 
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